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ABSTRAK 

Perkembangan teknologi yang pesat telah mendorong perguruan tinggi untuk mengadopsi sistem informasi yang terintegrasi, 
cepat, dan cerdas. Namun, banyak perguruan tinggi masih menggunakan metode konvensional sehingga menyulitkan calon 
mahasiswa dalam memperoleh informasi terkait Penerimaan Mahasiswa Baru (PMB). Penelitian ini merancang sistem informasi 
PMB berbasis web dengan penerapan Role-Based Access Control (RBAC) dan metode pengembangan spiral. Sistem ini 
dirancang untuk meningkatkan keamanan, transparansi, serta efisiensi dalam pengelolaan data PMB. Hasil implementasi 
menunjukkan bahwa sistem dapat berjalan sesuai rancangan dengan fitur multi-admin, sehingga setiap perguruan tinggi dapat 
mengelola data secara mandiri tanpa mengganggu sistem pusat. 
 
Kata kunci: Role-Based Access Control, Sistem Informasi, PMB, Web. 
 
 
1. PENDAHULUAN 

Perkembangan teknologi informasi memengaruhi 
hampir semua aspek kehidupan, termasuk bidang 
pendidikan. Perguruan tinggi dituntut untuk menyediakan 
layanan informasi yang cepat, akurat, dan mudah diakses. 
Namun, sebagian besar perguruan tinggi di Bekasi masih 
menggunakan metode manual untuk pengelolaan data PMB. 
Hal ini menyulitkan calon mahasiswa dalam memperoleh 
informasi biaya kuliah, pendaftaran, maupun profil 
perguruan tinggi. Selain itu, aspek keamanan data juga 
sering terabaikan (Hidayati, 2025). Role-Based Access 
Control (RBAC) memungkinkan pengaturan hak akses yang 
fleksibel dan aman sesuai peran pengguna (Osborn, 2000) 

Selama ini pengelolaan data PMB belum terintegrasi 
secara global untuk dapat mengelola data PMB atau 
penerimaan mahasiswa baru dari berbagai perguruan tinggi 
di kota Bekasi secara terpusat. Masalah lain bagi calon 
mahasiswa sulit untuk mendapatkan informasi yang 
lengkap,akurat terkait prosedur pendaftaran dan biaya 
kuliah,tidak adanya akses untuk dapat melihat profile 
kampus dari berbagai perguruan tinggi di kota Bekasi. Dari 
permasalahan tersebut, pada penelitian ini mengusulkan 
untuk menerapkan RBAC dalam sistem PMB berbasis web 
yang diharapkan dapat memberikan solusi terhadap masalah 
tersebut. Penelitian ini diharapkan dapat  memberikan 
kontribusi terhadap pengembang teori dan menerapkan 
sistem informasi berbasis website, untuk dapat mengelola 
data penerimaan mahasiswa baru,dan dapat menjadi rujukan 
dari studi selanjutnya untuk pengembangan sistem yang 
terintegrasi dengan fitur manajemen multi-admin,yang 
megunakan hak akses role-based access control, serta 
menerapkan  metode pengembangan spiral,sehingga relevan 
untuk keperluan digitalisasi perguruan tinggi di kota Bekasi. 

 

 
2. LANDASAN TEORI 
2.1 Role-Based Access Control (RBAC) 

Role–based access control adalah model control 
akses di mana izin akses diberikan berdasrkan peran 
pengguna didalam suatu Lembaga (role),(Kharma,2020) 
bukan berdasarkan identitas individu (Rubiyanto9, 2017). 
Setiap peran mendapatkan izin tertentu yang memungkinkan 
pengguna dengan peran tersebut dapat melakukan sesuai 
dengan hak akses yang di berikan (Osborn,2000). 
Penggunaan role-based access control melibatkan 3 entitas 
utama: Users (pengguna), Role (peran) dan Permissions 
(izin/hak akses) serta hubungan antar ke 3 nya. Penerapan 
role-based access control sangat krusial untuk: 
1. Efisiensi Manajemen: menyederhanakan manajemen 

hak akses karna administrator hanya perlu menetapkan 
peran kepada pengguna,tidak mengelola izi secara 
individu. 

2. Keamana Data: Memastikan bahwa hanya pengguna 
dengan peran yang sesuai yang akan dapat mengakses 
atau merubah data sensitif. 

3. Flesibilitas: Memungkinkan penambahan atau 
mengedit peran dan izin dengan cepat dan sesuai 
kebutuhan suatu Lembaga. 

4. Fitur Multi-Admin yang Efisien: Dalam sitem 
pengelolaan informasi PMB yang terpusat untuk kota 
Bekasi, role- based access control dapat 
memungkinkan mengimplementasikan fitur multi-
admin. Karna disetiap admin kampus dapat diberikan 
peran yang spesifik agar mendapatkan izin mengelola 
data PMB dari masing-masing kampus sendiri. Tanpa 
menggangu aktivitas dan pengelolaan data PMB dari 
kampus lain atau terpusat. Hal ini sangat penting untuk 
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desentralisasi manajemen data namun tetap dalam satu 
platform. 

5. Prinsip Least Privilege: Role-based access control 
secara inheren dapat mendukung prinsip least 
privilege,dengan memberikan pengguna hak akses dan 
izin minimum yang mereka perlukan untuk melakukan 
tugas mereka. Hal ini mengurangi penyalahgunaan hak 
akses atau dampak dari kompromi akun. 

6. Pemisahan Tugas (Separation of Duties-SoD): Untuk 
sistem yang komplek role-based access control dapat 
memfasilitasi separation of duties. Ini berarti tidak 
adanya satu peranpun yang memiliki semua izin yang 
diperlukan dalam menyelesaikan tugas yang komolek 
dari awal hingga akhir, sehingga dapat mencegah 
penipuan atau kesalahan sendiri. Ini adalah kosep inti 
Rele-Based Access Control. 

7. Auditabilitas: Dengan menggunakan role-based access 
control,log aktivitas sistem dapat mencatat segala 
Tindakan yang di lakukan oleh pengguna yang 
memiliki hak akses tertentu, bukan hanya individu. Ini 
juga dapat memudahkan proses audit dan pemantauan 
ke amanan, serta melacak siapa siapa yang berada 
dalam sistem ini. 
 

2.2 Metode Spiral 
Metode spiral adalah pengembangan perangkat 

lunak berbasis iterasi yang melibatkan tahapan perencanaan, 
analisis risiko, rekayasa, dan evaluasi (Budi et al., 2017). 
Metode pengembangan sistem spiral adalah metode 
perangkat lunak yang menggabungakan elemen dari model 
iterative (pengulangan).dan model waterfall (sekuensial) 
,(Budi, 2017). Model ini cocok digunakan untuk sistem 
bersekala besar dan kompleks karena dapat memungkinkan 
pengembangan secara berkala (iteraktif), evaluasi resiko 
pada setiap tahapan (spiral),dan dapat beradaptasi terhadap 
perubahan kebutuhan. Tahapan metode spiral sebagai 
berikut: 
1. Perancangan (planning): menentukan tujuan,alternatif 

dan Batasan proyek yang akan di bangun 
2. Analisis Resiko (risk Analysis): Mengidentifikasi dan 

mengevaluasi resiki yang dapat timbul, serta 
mengembangkan strategi migrasi. 

3. Rekayasa (Engineering): Melakukan pengembangan 
produk (desain,coding,testing) sesuai dengan 
kebutuhan yang telah didefinisikan. 

4. Evaluasi Pelanggaran (Customer Evaluation): 
Pelanggan dan pengguna dapat mengevaluasi hasil dari 
iterasi dan memberikan umpan balik untuk iterasi 
selanjutnya, penerapan metode spiral dalam 
pengembangan sistem pengelolaan PMB ini dapat 
memastikan bahwa setiap tahapan pengembangan 
terrencana dengan baik, resiko dapat terkelola dengan 
baik sistem dapat disesuaikan dengan respon pengguna 
untuk menghasilkan sistem yang optimal 

 
 
 

2.3. Tinjauan Studi 
Penerapan Role–based access control telah banyak 

digunakan dalam memecahkan masalah. Metode RBAC 
untuk pemanfaatan pengelolaan data kependudukan di 
Tingkat kabubaten (Rubiyanto,Selo dan Widyawan, 2017). 
Metode RBAC digunakan untuk menganalisis pengamanan 
yang berbasis data dengan mengacu pada prinsip 
Confidentiality, Integrity, and Availability (CIA) (Siregar 
dkk., 2017). 
 
2.4.  Kerangka Pemikiran 

Kerangka pemikiran dari penelitian ini berlandasan 
pada konsep Role-based Access Control (RBAC) dan 
prinsip perancangan sistem informasi yang lebih efektif. 
Kerangka ini dapat menggambarkan bagaiman Role-based 
access control akan diterapkan untuk mengembangkan 
perancangan sistem pengelolaan informasi PMB berbasis 
web yang aman cepat ,efisien dan fleksibel. 

 

 
Gambar 2.1 Kerangka Pemikiran 

 
 

3. RANCANGAN SISTEM DAN APLIKASI 
3.1 Use Case Diagram 
Gambar 3.1 menunjukkan use case diagram sistem PMB. 
Data pendaftaran tersimpan dalam database yang aman.  
Sistem menyediakan laporan statistik pendaftaran. 
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Gambar 3.1 Use Diagram 
 

3.2 Class Diagram 
Class Diagram ini menggambarkan struktur kelas 

utama dalam sistem penerimaan mahasiswa baru (PMB) 
beserta atribut dan metode masing-masing kelas. Diagram 
menunjukkan hubungan antar kelas, seperti calon 
mahasiswa, formulir pendaftaran, admin kampus, dan admin 
pusat, serta bagaimana tiap peran memiliki hak akses 
spesifik melalui implementasi Role-Based Access Control 
(RBAC). Diagram ini membantu memahami struktur data 
dan interaksi antar objek dalam sistem secara keseluruhan. 
 

  
Gambar 3.2. Class Diagram Sistem PMB 
 

3.3 Sequece Diagram 
Gambar 3.3 menggambarkan alur interaksi antara 

pengguna dan sistem dalam proses pendaftaran mahasiswa 
baru. Diagram menunjukkan langkah-langkah mulai dari 
calon mahasiswa mengisi formulir pendaftaran, sistem 
memvalidasi data, hingga admin kampus. 
 

 
Gambar 3.3. Sequece Diagram 

 
Gambar 3.4 menunjukkan arsitektur dari sistem yang 
dikebangkan. 
 

 
 

Gambar 3.4 Arsitektur Sistem 
 
 

4. HASIL DAN PEMBAHASAN 
4.1. Implementasi Sistem 

Sistem berhasil dikembangkan menggunakan PHP 
dan MySQL. Hak akses diatur dengan tabel users, roles, dan 
permissions. Gambar 4.1. dan gambar 4.2. menunjukkan 
antarmuka sistem yang dirancang sederhana agar mudah 
digunakan oleh semua pengguna. 
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Gambar 4.2. Tampilan Halaman dashboard Sistem PMB 

 

 
     Gambar 4.3 tampilan dashboard admin pengelola 

 
Dashboard admin pengelolaan semua data PMB dari 

berbagai kampus,upload dokumen ,status pendaftaran bisa 
terlihat di semua dashboard admin,status akan secara 
otomatis berubah saat ada perubahan dalam proses 
pendaftaran PMB. Tampilan sudah reponsif di semua 
ukuran layar/device. 

 
 

 
Gambar 4.4 Tampilan di Mobile 

 
 
 
 
4.2 Hasil Pengujian 

Tabel 4.1 menunjukkan hasil pengujian 
menggunakan metode black-box testing dimana semua fitur 
berjalan sesuai kebutuhan. 

 
 

Tabel 4.1. Hasil Pengujian Sistem PMB 

Fitur Hasil Uji Status 

Pendaftaran Mahasiswa Berhasil Valid 

Login Admin Pusat Berhasil Valid 

Login Admin Kampus Berhasil Valid 

Pengelolaan Data 
Pendaftar 

Berhasil Valid 

 
 
5. KESIMPULAN DAN SARAN 
5.1 Kesimpulan 

Dari hasil penelitian yang telah dilakukan, dapat 
simpulkan sebagai berikut. 
a. Sistem PMB berbasis web dengan penerapan RBAC 

berhasil meningkatkan keamanan, efisiensi, dan 
transparansi pengelolaan data. Metode spiral 
memberikan fleksibilitas dalam pengembangan sistem. 

b. Sistem yang dibangun menyediakan fitur utama seperti 
menu pendaftaran online,perbandiangan biaya kuliah 
dari setiap kampus,pengelolaan data kampus dan 
prodi,serta dashboard admin yang berdasarkan 
role,yang seluruhnya diimplementasikan 
menggunakan PHP dan MYSQL. 

c. Menu dan fitur multi-admin memungkinkan setiap 
perguruan tinggi untuk mengelola data PMB secara 
mandiri tanpa menggu integrasi sistem pusat. Hal ini 
memungkinkan efisiensi kerja yang terpusat untuk 
pengelolaan data antara institusi. 

d. Penggunaan metode pengembangan spiral dapat 
memberikan pendekatan yang iterative dan adaptif 
dalam proses pengembangan sistem, sehingga disetiap 
tahapan pengembangan dapat dievaluasi dan 
disesuaikan dengan kebutuhan dan umpan balik oleh 
pengguna. 

e. Hasil pengujian menunjukan bahwa sistem telah 
berjalan sesuai dengan fungsi yang telah dirancang, 
termasuk hal pembatasan akses pengguna yang 
berdasarkan role, validasi danta PMB,dan kemudahan 
akses untuk calon mahasiswa. 

 
5.2 Saran 
Saran-saran untuk pengembangan sistem ke depannya 
sebagai berikut. 
a. Peningkatan keamanan data dengan menambah fitur 

enskripsi data sensitive,penggunaan OTP (One Time 
Password) untuk login yang penting,dan audit log 
sistem untuk semua aktivitas pengguna. 

b. Penambahan modul notifikasi pengingat,baik melalui 
email atau whatsapp,agar calon mahasiswa tidak 
melewati informasi penting terkait jadwal seleksi dan 
batas proses penerimaan mahasiswa baru. 
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